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PRIVACY POLICY 
   

Applies to:   
Clients and Staff 

Reviewed & agreed:   
March 2025 

Next review date:   
April 2027 

   

INTRODUCTION 

Auckland Refugee Council Inc. t/a Asylum Seekers Support Trust (we, us, our) complies with 

the New Zealand Privacy Act 2020 (the Act) when dealing with personal information.  

Personal information is information about an identifiable individual (a natural person). 

This policy sets out how we will collect, use, disclose and protect your personal information. 

This policy does not limit or exclude any of your rights under the Act.  If you wish to seek 

further information on the Act, see www.privacy.org.nz.  

CHANGES TO THIS POLICY 

We may change this policy by uploading a revised policy onto the ASST website.  The change 

will apply from the date that we upload the revised policy.  

HOW  WE COLLECT YOUR PERSONAL INFORMATION  

We collect personal information about you from: 

▲ you, when you provide that personal information to us, including via the website and 

any related service, through any registration or subscription process, through any 

contact with us (e.g. telephone call or email), or when you use our services or donate 

money. 

▲ third parties where you have authorised this or the information is publicly available.   

If possible, we will collect personal information only from you directly.   

HOW WE USE YOUR PERSONAL INFORMATION 

We will use your personal information:   

▲ to verify your identity 

▲ to provide services to you 

▲ to inform you about our work, including contacting you electronically via email 

 

▲ to improve the services that we provide to you 
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▲ to respond to communications from you, including a complaint 

▲ to conduct research and statistical analysis (on an anonymised basis) in furtherance of 

ASST’s functions or activities 

▲ to protect and/or enforce our legal rights and interests, including defending any claim 

▲ for any other purpose authorised by you or the Act. 

DISCLOSING YOUR PERSONAL INFORMATION 

We may disclose your personal information to: 

▲ a person who can require us to supply your personal information by law (e.g. a 

regulatory authority) 

▲ any other person authorised by the Act or another law (e.g. a law enforcement agency)  

▲ any other person authorised by you. 

▲ any organisation who is providing services to you on our behalf 

PROTECTING YOUR PERSONAL INFORMATION 

We will take reasonable steps to keep your personal information safe from loss, 

unauthorised activity, or other misuse. 

ACCESSING AND CORRECTING YOUR PERSONAL INFORMATION 

Subject to certain grounds for refusal set out in the Act, you have the right to access your 

readily retrievable personal information that we hold and to request a correction to your 

personal information.  Before you exercise this right, we will need evidence to confirm that 

you are the individual to whom the personal information relates. 

In respect of a request for correction, if we think the correction is reasonable and we are 

reasonably able to change the personal information, we will make the correction.  If we do 

not make the correction, we will take reasonable steps to note on the personal information 

that you requested the correction. 

If you want to exercise your rights to access or correct your personal information, email us 

at info@asst.org.nz.  Your email should provide evidence of who you are and set out the 

details of your request (e.g. the personal information, or the correction, that you are 

requesting). 

We may charge you our reasonable costs of providing to you copies of your personal 

information or correcting that information. 

 

 

INTERNET USE 
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While we take reasonable steps to maintain the security of the ASST website, if you provide 

us with personal information through our website, the provision of that information is at 

your own risk. 

If you follow a link on our website to another site, the owner of that site will have its own 

privacy policy relating to your personal information.  We suggest you review that site’s 

privacy policy before you provide personal information. 

COOKIES 

We use cookies (an alphanumeric identifier that we transfer to your computer’s hard drive 

so that we can recognise your browser) to monitor your use of our website.  You may 

disable cookies by changing the settings on your browser, although this may mean that you 

cannot use all of the features of our website. 

CONTACTING US 

If you have any questions about this privacy policy, our privacy practices, or if you would like 

to request access to, or correction of, your personal information, you can contact us at 

info@asst.org.nz or (09) 378 7434. 

 

 

 

Signed ______________________________________ 

  
Name  ______________________________________ 

  
Dated ___________________ 

  
Position __________________ 

 

 

04-22-2025

Board Chair 
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Definitions in DottedSign


Signing Mode


Self Import and sign the document by yourself.


In-Person Signers are requested to fill in the designated fields on the host's iPad face-to-face. Signers are only required to be with the host, a 
DottedSign account holder, in order to sign documents.


Remote The Sender requests remote signers' signatures. Signers need to log in DottedSign to sign the document, while those who do not 
have DottedSign accounts can conduct signing process via quick signing*.


Guest Signers are only required to be with the host, a DottedSign account holder, to sign the document. Signers will not receive any 
notifications from DottedSign after the document is finished.


Front Desk Available for DottedSign Business and above. Users use templates to create multi-party signing tasks. Signers complete the signing 
fields accordingly via the designated web page.


Public Form Accounts above the pro version can create a Public Form from a template for unspecified signatories to sign. Signers who have the 
link to the Public Form can fill in the requested information and sign the document without logging in.


Explanations of Actions


*Quick Signing Signers who do not have DottedSign accounts have accessed and signed the document requested by the sender.


**Verification of Signer Identity Signers verify their identites before signing the document by receiveing secure one-time passwords from Email or SMS.


***Get Shared Link The Sender agrees to share the signing link and will only share it to the assigned signers.


****A+ Sign Digital Signature Signers must verify their identity using Citizen Digital Certificate or MOEACA ID provided by A+ Sign, as required by the sender.


*****Mobile ID (MID) Signers must verify their identity using Mobile ID (MID) authentication provided by TWCA, as required by the sender.





